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consistent with managerial functions 
during an emergency. 

ROUTINE USES OF RECORDS MAINTAINED IN THE 
SYSTEM, INCLUDING CATEGORIES OF USERS AND 
THE PURPOSES OF SUCH USES: 

In addition to those disclosures 
generally permitted under 5 U.S.C. 
552a(b) of the Privacy Act, these records 
or information contained therein may 
specifically be disclosed outside the 
DoD as a routine use pursuant to 5 
U.S.C. 552a(b)(3) as follows: 

The ‘Blanket Routine Uses’ set forth at 
the beginning of DIA’s compilation of 
systems of records notices apply to this 
system. 

POLICIES AND PRACTICES FOR STORING, 
RETRIEVING, ACCESSING, RETAINING, AND 
DISPOSING OF RECORDS IN THE SYSTEM: 

STORAGE: 
Paper and electronic. 

RETRIEVABILITY: 

By last name of the individual. 

SAFEGUARDS: 
Records are electronically stored on 

local hard drives on classified work 
stations and in paper form at each 
location. Paper copies are marked with 
appropriate handling instructions and 
will be kept in locked cabinets/drawers 
when not in use. Removal of paper 
copies outside DoD control is 
authorized but must be safeguarded 
when not in use. 

RETENTION AND DISPOSAL: 
Temporary–Destroy when the 

employee/military member/contractor 
departs or is reassigned from DIA. 

SYSTEM MANAGER(S) AND ADDRESS: 
DIA Privacy Official, Defense 

Intelligence Agency (DAN–1C), 200 
MacDill Blvd, Washington, DC 20340– 
5100. 

NOTIFICATION PROCEDURE: 

Individuals seeking to determine 
whether information about themselves 
is contained in this system of records 
should address written inquiries to the 
DIA Privacy Office (DAN–1C), Defense 
Intelligence Agency, 200 MacDill Blvd., 
Washington DC 20340–5100. 

Individuals should provide their full 
name, current address, and telephone 
number. 

RECORD ACCESS PROCEDURES: 

Individuals seeking access to 
information about themselves contained 
in this system of records should address 
written inquiries to the DIA Privacy 
Official, Defense Intelligence Agency 
(DAN–1C), 200 MacDill Blvd., 
Washington, DC 20340–5100. 

Individuals should provide their full 
name, current address, and telephone 
number. 

CONTESTING RECORD PROCEDURES: 
DIA’s rules for accessing records, for 

contesting contents and appealing 
initial agency determinations are 
published in DIA Regulation 12–12 
‘‘Defense Intelligence Agency Privacy 
Program’’; 32 CFR part 319—Defense 
Intelligence Agency Privacy Program; or 
may be obtained from the system 
manager. 

RECORD SOURCE CATEGORIES: 
Subject individuals. 

EXEMPTIONS CLAIMED FOR THE SYSTEM: 
None. 

[FR Doc. E6–14626 Filed 9–1–06; 8:45 am] 
BILLING CODE 5001–06–P 

ELECTION ASSISTANCE COMMISSION 

Sunshine Act Notice 

AGENCY: United States Election 
Assistance Commission. 
ACTION: Notice of Public Meeting. 

DATE AND TIME: Thursday, September 21, 
2006, 9:30 a.m.–3:30 p.m. (CDT). 
PLACE: University of Missouri—St. 
Louis, Millennium Center, One 
University Boulevard, St. Louis, MO 
63121–4400, (314) 516–5000. 
AGENDA: The Commission will receive 
presentations on the following topics: 
voter information access portals and 
military and overseas voting. The 
Commission will consider other 
administrative matters. 

This meeting will be open to the 
public. 
PERSON TO CONTACT FOR INFORMATION: 
Bryan Whitener, Telephone: (202) 566– 
3100. 

Thomas R. Wilkey, 
Executive Director, U.S. Election Assistance 
Commission. 
[FR Doc. 06–7448 Filed 8–31–06; 12:55 pm] 
BILLING CODE 6820–KF–M 

ENVIRONMENTAL PROTECTION 
AGENCY 

[FRL–8216–8] 

Clean Water Act; Contractor Access to 
Confidential Business Information 

AGENCY: Environmental Protection 
Agency (EPA). 
ACTION: Notice of Intended Transfer of 
Confidential Business Information to 
Contractor. 

SUMMARY: The Environmental Protection 
Agency (EPA) intends to transfer 
confidential business information (CBI) 
collected from airport deicing 
operations to SciMetrika. Transfer of the 
information will allow the contractor to 
support EPA in the planning, 
development, and review of effluent 
limitations guidelines and standards for 
the airport deicing point source 
category. The information being 
transferred was or will be collected from 
airports and airlines under the authority 
of section 308 of the Clean Water Act 
(CWA). Interested persons may submit 
comments on this intended transfer of 
information to the address noted below. 
DATES: Comments on the transfer of data 
are due September 11, 2006. 
ADDRESSES: Comments may be sent to 
Mr. M. Ahmar Siddiqui, Document 
Control Officer, Engineering and 
Analysis Division (4303T), Room 6231S 
EPA West, U.S. EPA, 1200 Pennsylvania 
Ave., NW., Washington, DC 20460. 
FOR FURTHER INFORMATION CONTACT: Mr. 
M. Ahmar Siddiqui, Document Control 
Officer, at (202) 566–1044, or via e-mail 
at siddiqui.ahmar@epa.gov. 
SUPPLEMENTARY INFORMATION: EPA has 
transferred CBI to various contractors 
and subcontractors over the history of 
the effluent guidelines program. EPA 
determined that this transfer was 
necessary to enable the contractors and 
subcontractors to perform their work in 
supporting EPA in planning, 
developing, and reviewing effluent 
guidelines and standards for certain 
industries. 

Today, EPA is giving notice that it has 
entered into a contract with SciMetrika, 
contract number EP–C–06–075, located 
in Research Triangle Park, North 
Carolina. The purpose of this contract is 
to secure statistical analysis support for 
EPA in its development, review, 
implementation, and defense of water- 
related initiatives for the airport deicing 
point source category. 

All EPA contractor, subcontractor, 
and consultant personnel are bound by 
the requirements and sanctions 
contained in their contracts with EPA 
and in EPA’s confidentiality regulations 
found at 40 CFR Part 2, Subpart B. 
SciMetrika will adhere to EPA-approved 
security plans which describe 
procedures to protect CBI. SciMetrika 
will apply the procedures in these plans 
to CBI previously gathered by EPA and 
to CBI that may be gathered in the future 
for the airport deicing point source 
category. The security plans specify that 
contractor personnel are required to sign 
non-disclosure agreements and are 
briefed on appropriate security 
procedures before they are permitted 
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